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Abstract of document:

This document specifies a common functional architecture to support mission critical services (i.e., MCPTT, MCVideo, MCData) over LTE including common application plane and signalling plane entities. Each mission critical service supports several types of communications amongst the users (e.g. group call, private call) in on-network and off-network operations. There are several common functions and entities (e.g. group, configuration, identity) which are used by the mission critical services. External applications are able to access mission critical services of a mission critical system.
The common functional architecture to support mission critical services can be used for public safety applications and also for general commercial applications e.g. utility companies and railways.

The architecture for the following mission critical services comply with the common functional architecture specified in this document:
-
MCPTT service specified in 3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT)"; Stage 2.

-
MCVideo service specified in 3GPP TS 23.281: "Functional architecture and information flows for mission critical video"; Stage 2.

-
MCData service specified in 3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData)"; Stage 2

This document specifies, 
-
a common functional architecture for mission critical services including the functional entities and reference points for application plane and signalling plane;
-
the business relationships and the deployment models for supporting mission critical services;
-
the identities used in the application plane for user and group and their relationship with the corresponding signalling plane identities;
-
the common procedures and information flows needed to support the mission critical services including the common services core architecture for identity management, group management, key management, location management and configuration management required to support mission critical services;
-
the procedures and information flows for pre-established session, simultaneous session, MBMS bearer management, UE-to-network relay, emergency alert state, group affiliation, and active mission critical service user profile selection which are used by the mission critical services; and
-
the common functional architecture, procedures and information flows for supporting external application access to mission critical services of a mission critical system.
Changes since last presentation to 3GPP SA:

This is the first presentation to the TSG SA.
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